
FEATURE DETAILS
D-PDPA will help your company to process personal
data in accordance with PDPA, and demonstrate
company accountability. With centralizing feature,
our platform enables your DPO and compliance to
easily manage and monitor personal data processing
activities from various channels over time.

www.osd.co.th



HOW DOES PDPA
IMPACT YOUR
COMPANY?
Aims at regaining the people’s trust in the responsible
treatment of their personal data to boost digital economic
across our nation. According to the mentioned purpose,
companies wil l face new data protection obligation. 
The legislator considered the challenges of a global
economy, new technologies and new business models and
therefore created a very wide scope of application that
wil l affect numerous companies. As not only data
protection duties but also the impending fine have been
introduced, companies should carefully reorganize their
internal data protection procedures in order to reach
compliance with the PDPA.

Personal Data Protection Act B.E. 2019 (“PDPA”)



D-PDPA wil l help your company to process personal data
in accordance with PDPA, and demonstrate company
accountabil ity. With centralizing feature, our platform
enables your DPO and compliance to easily manage and
monitor personal data processing activities from various
channels over time. Thus, your risk in violation of PDPA
will be significantly decreased.

WHY D-PDPA IS
YOUR BEST CHOICE?

Features

Cookie Consent
Management

Consent
Management

Record of
Processing
Activity
Management

Data Subject
Right
Management

Simplicity Data Security Necessity Compliance

D-PDPA is a result of cooperation between high profile
programmer team and data protection lawyers. 



CKCM is designed under concept of privacy by design and by
default. This module will collect customers’ valid consent, record
customers’ consent log, scan unknown cookies and provide
channel for your company to publish comprehensive privacy notice.

Companies shall not store or gain access to information stored,
in the terminal equipment of subscriber or your customer’s
devices unless you have informed his or her provide with clear
and comprehensive information about the purpose of storage of,
or access to, that information and obtained his or her consent.

CKCM
COOKIE CONSENT MANAGEMENT

FUNCTION

Manage users which can integrate with active directory & local user.

User Management

Create your cookie consent by cookie categories.

Cookie Categories Demonstrate consent rate from each consent
purposes.

Cookie Dashboards

Allow you to manage the use of cookie from
multi URL in one point

Centralize Management

Report customers’ updated consent & the
user’s activities.

Reporting

Customize your own cookie pop-up banner.

Custom Banner Template

Generate low code and paste it on URL header.

Low Code

Create privacy policy or privacy notice
announcing on your website.

Policy Templates



CSM
CONSENT MANAGEMENT
CSM provides tool for you to generate consent request form for
collecting customers’ consent from multi channels e.g., website
and application. With centralizing concept, CSM enables you to
manage consent activity from different channels, by API
management system, and keep record of historical consent in
one point. Furthermore, CSM allows you to export customers’
preference data, in batch file, to process as following customers’
given consent. Conducting all consent activities in your company
only in one module benefits for your DPO and compliant team to
clearly see how consent activities are being processed, and
easier for them to mitigate risk in the processing activities.



Manage users which can integrate with active
directory & local user.

User Management
Manage API channels and control data transit in
the CSM and core system environment.

API integration Management

Create & manage consent purpose.

Purpose Management
Allow you to manage consent system from
multi channels in in one point.

Centralize Management

Manage consent policy & consent version.

Policy Management
Create new consent purpose / keep consent
purpose up to date and legitimated.

Re-consent Management

Manage multi collection points e.g., web-form
and API.

Multi-Channel Consent Management
Report customer’s updating consent & the use of
personal data after obtained customers’ consent.

Reporting

Record customers’ given consent and keep up
to date.

Consent History Record
Demonstrate consent rate from each consent
purposes.

Dashboards

FUNCTION



PDPA lays down specific conditions concerning the procedure to
be follow in order to ensure that data subject can exercise their
rights, and data subject request transactions trend to be
significantly increase. Thus, it is time to think about automated
tool to support your company to response to data subject
request. DSRM provides channels for your customer to exercise
their rights. Platform maintains log of customer requests and
automatically sent the request to responsible staffs or divisions
in workflow process. The workflow process ensures that your
company will timely response to data subject requests.

DSRM
DATA SUBJECT RIGHTS
MANAGEMENT

FUNCTION

Manage users which can integrate with active directory & local user.

User Management Demonstrate transaction of data subject request &
activities of use on the platform.

Reporting / Log

Manage API channels and control data transit in
the DRSM and core system environment.

API Integration Management

Control workflow process.

Workflow Management

Enable DPO to monitor processing activities overtime.

DPO Management Console

Demonstrate overview of data subject request activity.

Dashboards

Tool for create data subject right request form.

Exercise Template Management

Manage multi channels data subject’s request
form e.g., webform & api.

Request Multi-Channel Management

Tool for creating data subject right policy.

Data Subject Right Policy



ROPA & DATA MAPPING
MANAGEMENT 
To automate the process of recording personal data processing
activities within the organization, RoPa & Data Mapping Management
system allows you to specify the purposes for which personal data of
each individual data subject is processed, the legal bases relied upon,
the types of personal data involved, the duration of data retention, the
rights of data subjects, and other details as required by the Personal
Data Protection Act, Section 39. Additionally, it enables you to identify
the sources from which personal data of each customer is collected.

(Personal Data Processing Activity Management System)



FUNCTION

System user management
Defining personal data processing
activities
Identifying the objectives of each data
processing activity
Specifying the retention periods for each
type of personal data
Identifying the storage locations for
personal data
Recording various details in accordance
with the Personal Data Protection Act,
Section 39
Identifying the impact and risk
management guidelines for personal data
processing activities in each activity.



CONTACT WITH US :
Please feel free to contact OSD staffs for more information or Demo

osd_support@osd.co.th

Line: @osdcompany

EMAIL ADDRESS
T. +662 080 1111
F. +662 080 1111

PHONE NUMBER ADDRESS
24 soi Ramintra 20, Ramintra
Road, Tharang Bangkhen,
Bangkok 10230 Thailand


